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1	Decision/action requested
This contribution propose an interim agreement for the key issue #8.3: Security on UEs' access to slices
2	References
N/A
3	Rationale
This contribution proposes an answer for the interim agreement question: “E.8.2.1 Security mechanism differentiation for network slices”, for TR33.899. 
4	Detailed proposal
It is proposed to introduce the following changes to the TR 33.899.
* * * Start of changes * * * *
E.8.3	Questions and Interim Agreements for key issue #8.3 (Security on UEs’ access to slices)
E.8.3.1 	Shall UE be authenticated to access network slices?
E.8.3.1.1 	Description of Question
This question addresses whether the 5G systems needs to support an additional authentication procedure for slice access (besides the primary and secondary authentication procedures).
E.8.3.1.2 	Interim Agreement
TBD The 5G system will not support an additional authentication procedure for slice access besides the primary and secondary authentication procedures in 5G phase 1.
In 5G phase 1, when an additional authentication/authorization from an external DN is required to establish a PDU session for a UE in a slice instance, the secondary authentication procedure shall be performed by the SMF in the slice instance.
The agreement should not preclude introducing a slice specific security architecture that may support slice authentication, security mechanism differentiation (e.g. cryptographic algorithm, key length), key negotiation with core network or external DN, etc. in 5G phase 2.
NOTE1: 	Slice authentication is dfferent from the primary authentication and secondary authentication. Slice authentication is performed in a slice instance after an UE already passed the primary authentication and a slice instance has been selected for the UE. A slice authentication can occur between an UE and the core network or between an UE and an external party. Slice specific keys may also be generated during the slice authenticaiton procedure.
* * * End of Changes * * * 


